Social Ethical Moral Legal Considerations
Could Google maps and ‘StreetView’ be considered as an infringement of personal privacy?
Should security agencies have the right to demand access to personal computer data?
Is it acceptable to download or copy an unauthorised version of a program when the original is too expensive?
Why is it important that organisations who hold personal data comply with the requirements of the data protection act?
Should there be more censorship of the Internet? Should the web have national filters? Should ISP’s be forces to only allow content that conform to the laws of the country? North Korea, China, Uganda(2016 election).
Does increased computerisation present a threat to future employment opportunities?
Do the benefits of electronic banking outweigh the risks of computer fraud?
Is/Should Trolling be illegal? At what point should unsocial behaviour on the internet be restricted by the law?
Is social media free? How do social media companies make money? Is it clear how we as users are paying for social media?
Does Violence/misogynistic in computer games lead to those behaviours being more prevalent in the real world.
Is net neutrality something that should be treated as sacred? Should service providers be allowed to pay for preferential traffic management.
Should artificial intelligence entities have rights? Should the creation of AI be subject to the same scrutiny/restrictions as biological life experimentation (e.g. cloning and Human Fertilisation and Embryology Act 1990 )
Should government bodies (including councils, schools hospitals) be able to make money by using the data they hold on individuals? (not selling the individuals personal data but selling the stats or anonymised data etc…) 
Does the internet of things present real risks to the functioning of society? 
Does the prevalence of access to information mean it is no longer necessary to learn facts? Should exams allow access to information systems?
Should systems such as the dark web / dark net be outlawed?
Should governments be allowed to demand the keys for encrypted systems/communications? 
Should belonging to groups such as ‘Anonymous’ be outlawed? Do you think hacking groups are always a bad thing? 
WikiLeaks issues?
Should public official’s public life be open to e-scrutiny?
To what extent should governments have access to your computer usage? (encryption access!?)
Should Adult Content be filtered for U18s???
Is plagiarism impossible to avoid with the internet?
Has Id Fraud become too easy??
Is cyber warfare a real threat to us?
[bookmark: _GoBack]Crypto-Currencies  
 In small groups create a resource/presentation that debates ONE of the above issues. You should provide links to all sources. (no need to formally reference)
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Show awareness of current individual (moral),
social (ethical), legal and cultural opportunities
and risks of computing.

Understand that:

* developments in computer science and the
digital technologies have dramatically altered
the shape of communications and information
flows in societies, enabling massive
transformations in the capacity to:

* monitor behaviour

* amass and analyse personal information

« distribute, publish, communicate and
disseminate personal information

* computer scientists and software engineers
therefore have power, as well as the
responsibilities that go with it, in the algorithms
that they devise and the code that they deploy

* software and their algorithms embed moral
and cultural values

* the issue of scale, for software the whole world
over, creates potential for individual computer
scientists and software engineers to produce
great good, but with it comes the ability to
cause great harm.

Be able to discuss the challenges facing
legislators in the digital age.




