Name: Class:

**Task 1**

1. Describe, with examples, the **three** major areas that the Computer Misuse Act deals with.
2. Describe **three** extra powers that the Police and Justice Act 2006 (Computer Misuse)   
   has added.

**Task 2**

Look at the following website: <https://www.gov.uk/personal-data-my-employer-can-keep-about-me>

1. Write down **three** items of data which a company can store about an employee.
2. Give **three** moreexamples of data that an employer can only store if they first get the employee’s permission.

**Task 3**

* 1. What are the meanings of copyright infringement and plagiarism?

**Copyright infringement:**

**Plagiarism:**

* 1. Using the websites below for help, give **one** example of copyright infringement and **one** example of plagiarism.

**Copyright infringement:**

**Plagiarism:**

* What are **two** consequences of copyright infringement and software piracy?
* Give **three** possible consequences for individuals when using pirated software.

**Task 4**

Listed below are some of the laws relating to the IT systems.

* 1. Computer Misuse Act 1990
  2. Police and Justice Act 2006 (Computer Misuse)
  3. Copyright, Designs and Patents Act 1988
  4. Copyright (Computer Programs) Regulations 1992
  5. The Health and Safety (Display Screen Equipment) Regulations 1992
  6. Data Protection Act 2018
  7. Consumer Rights Act 2015

Insert a number in the first column of each row to match each of the statements with one of the above Acts.

One of statements is incorrect and not illegal. For this statement, write ‘Not illegal’.

|  |  |
| --- | --- |
| **Act number** | **Clause** |
|  | With some exceptions, it is illegal to use unlicensed software |
|  | Any product, digital or otherwise, must be fit for the purpose it is supplied for |
|  | Unauthorised modification of computer material is illegal |
|  | It is illegal to create or use a hacking tool for penetration testing |
|  | Personal data may only be used for specified, explicit purposes |
|  | Employers must provide their computer users with adequate health and safety training for any workstation they work at |
|  | It is illegal to distribute hacking tools for criminal purposes |
|  | It is illegal to distribute an illicit recording |
|  | Personal data may not be kept longer than necessary |
|  | Gaining unauthorised access to a computer system is illegal |
|  | Employers must ensure that employees take regular and adequate breaks from looking at their screens |
|  | It is illegal to prevent or hinder access (e.g. by a denial of service attack) to any program or data held in any computer |
|  | Personal data must be accurate and where necessary kept up to date |